
პროექტის ფაქტები

CyberEast+: კიბერდანაშაულთან ბრძოლის
გაძლიერებული ძალისხმევა  აღმოსავლეთ
პარტნიორობის ქვეყნებში კიბერმდგრადობის
ხელშესაწყობად

სოციალური მედიის ანგარიშის ბმულები:
linkedin.com/company/cproc/

განხორციელების ვადა: 01.03.2024 - 28.02.2027

EaP ქვეყნები:
აზერბაიჯანი, მოლდოვა, საქართველოს, სომხეთი,
უკრაინა

ევროკავშირის
წვლილი:

€ 3 500 000

მთლიანი
ბიუჯეტი:

€ 3 888 889

განმახორციელებელი ორგანიზაცია (ებ):
Council of Europe

პროექტის
ვებსაიტები:

coe.int/en/web/cybercrime/cybereast-

პროექტის აღწერა:
CyberEast+ პროექტი მიზნად ისახავს კიბერდანაშაულთან და ელექტრონულ მტკიცებულებებთან დაკავშირებით  უფრო
ქმედით სისხლისსამართლივ რეაგირებას და ზოგადად კიბერმდგრადობის გაზრდას, კიბერდანაშაულის შესახებ კონვენციის
(ბუდაპეშტის კონვენცია) და ამავე კონვენციის მეორე დამატებითი ოქმის (გაძლიერებულ თანამშრომლობასა და
ელექტრონული მტკიცებულების გაზიარების თაობაზე)  შესაბამისად. ამავდროულად, პროექტს ხელს უწყობს ევროკავშირის
პრიორიტეტების განხორციელებას აღმოსავლეთ პარტნიორობის რეგიონისთვის.

პროექტი ეყრდნობა წირსულში განხორციელებული CyberEast პროექტის მიღწევებს, გაზრდილი აქცენტებით შემდეგი
მიმართულებებით:
-	კიბერდანაშაულის შესახებ კონვენციის გაძლიერებულ თანამშრომლობასა და ელექტრონული მტკიცებულების გაზიარების
თაობაზე მეორე დამატებითი ოქმის შესრულების მხარდაჭერა, სახელმძღვანელოების, შაბლონებისა და პრაქტიკული
სწავლებების მეშვეობით, რაც ხელს შეუყობს კანონმდებლობის განახლებას პროექტის ქვეყნებში.

-	პრაქტიკული სწავლებები და ვარჯიშები ადგილობრივ და რეგიონულ დონეზე: სიმულაციური სავარჯიშოები, სცენარებზე
დაფუძნებული ტრენინგები, სამაგიდო ფორმატის სავარჯიშოები და იმიტირებული სასამართლო პროცესები.

-	თანხვედრის ხელშეწყობა კიბერნადაშაულისა და კიბერუსაფრთხოების სფეროებს შორის, მათ შორის კრიტიკულ

მოსალოდნელი შედეგები:
პროექტის მოსალოდნელი შედეგებია:
1.	კიბერდანაშაულისა და ელექტრონული მტკიცებულებების შესახებ კანონმდებლობისა და პოლიტიკის გაუმჯობესება
ბუდაპეშტის კონვენციისა და მისი მეორე ოქმის მოთხოვნების უკეთესი შესრულებით.
2.	სისხლისსამართლივი ორგანოების შესაძლებლობების გაძლიერება მდგრადი სასწავლო კურსების, სპეციალიზებული
ტრენინგებისა და პრაქტიკული სავარჯიშოების მეშვეობით.
3.	გაუმჯობესებული თანამშრომლობა კიბერდანაშაულის შესახებ კონვენციის მეორე დამატებითი ოქმის (გაძლიერებულ
თანამშრომლობასა და ელექტრონული მტკიცებულების გაზიარების თაობაზე) საფუძველზე.
4.	თანხვედრის გაზრდა სისხლისსამართლებრივ პროცესსა და კიბერუსაფრთხოების ფარგლებში კიბერსაფრთხეებზე
რეაგირების პროცესს შორის.

გენერირებული ფაქტები: 15.02.2026
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